
CERTIFICATION OF COMPANY NOT CURRENTLY ENGAGED IN 
THE PROCUREMENT OR OBTAINMENT OF CERTAIN EQUIPMENT, SERVICES, OR SYSTEMS 

 
 

WHEREAS, pursuant to Public Law 115-232, Section 889 of the John S. McCain National Defense 
Authorization Act of 2019, “covered telecommunications equipment or services” is defined as: 

(1) Telecommunications equipment produced by Huawei Technologies Company or ZTE 
Corporation (or any subsidiary or affiliate of such entities). 

(2) Video surveillance and telecommunications equipment produced by Hytera Communications 
Corporation, Hangzhou Hikvision Digital Technology Company, and Dahua Technology 
Company (or any subsidiary or affiliate of such entities). 

(3) Telecommunications or video surveillance services provided by such entities or using such 
equipment. 

(4) Telecommunications or video surveillance equipment or services produced or provided by an 
entity that the Secretary of Defense, in consultation with the Director of the National 
Intelligence or the Director of the Federal Bureau of Investigation, reasonably believes to be 
an entity owned or controlled by, or otherwise connected to, the government of a covered 
foreign country. 

WHEREAS, a “covered foreign country” means any of the following: (1) The People’s Republic of China, 
(2) The Russian Federation, or (3) any country that is a state sponsor of terrorism1. 

WHEREAS, foreign adversaries are increasingly creating and exploiting vulnerabilities in covered 
telecommunications equipment which store and communicate vast amounts of sensitive information and 
support infrastructure and emergency services, in order to commit malicious cyber-enabled actions; 

WHEREAS, the unrestricted acquisition or use in the State of Kansas of covered telecommunications 
equipment designed, developed, manufactured, or supplied by persons owned by, controlled by, or 
subject to the jurisdiction or direction of foreign adversaries augments the ability of foreign adversaries 
to create and exploit vulnerabilities in technological equipment, services, or systems; and 

WHEREAS, the State of Kansas has an interest in protecting itself against threats related to foreign 
adversary’s exploitation of vulnerabilities in covered telecommunications equipment. 

THEREFORE, Contractor certifies that it shall not provide or procure to the State of Kansas or any agency 
thereof any covered telecommunications equipment either in whole or in part of any product or during 
the commission of any service. 

FURTHERMORE, and notwithstanding any other contracts or agreements with Contractor, if Contractor 
has violated, misrepresented, or otherwise fails to comply with this certification document as determined 
by the State, the State may terminate any contract without penalty with Contractor immediately. 

 
1 Designations of a “state sponsor of terrorism” may be found at the U.S. Department of State website. 
https://www.state.gov/state-sponsors-of-
terrorism/#:~:text=Currently%20there%20are%20four%20countries,)%2C%20Iran%2C%20and%20Syria.&text=For
%20more%20details%20about%20State,in%20Country%20Reports%20on%20Terrorism. 



By signing the below, Contractor acknowledges and agrees to comply with the provisions of this policy. 

 

CONTRACTOR 

 

              
Signature, Title        Date    


